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Abstract—Several access technologies are expected to coexist
and share the same spectrum portion for next-generation net-
works. However, to date, few tools exist in the literature when it
comes to evaluating protocol performance in scenarios implying
the coexistence of heterogeneous access technologies. We report
herein, an extension of an open-source simulation framework
for OMNeT++ (INET) to simulate interference impact on the
coexistence of IEEE 802.11 and IEEE 802.15.4 in the 2.4GHz
ISM bands. We extended the interference module of INET to take
into account inter-technology and inter-channel interferences.

Index Terms—network simulation, coexistence, cross technol-
ogy interference, IEEE 802.11, IEEE 802.15.4.

I. INTRODUCTION

Access technologies are widely deployed for next-
generation networks. Several of these access technologies are
expected to coexist and share the same spectrum portion. This
calls for solutions to mitigate interference issues for high-
density deployment.

In the literature interference and coexistence issues, in
general, have been widely studied both on analytical and
practical approaches for example for access technologies based
on IEEE standards [1], [2]. Simulation-based approaches are
often preferred because of the difficulty of implementing large-
scale tests. In the literature there are several simulation tools
for evaluating wireless access protocols in general. However,
to date, few can simulate interference effect in scenarios of
coexistence of heterogeneous technologies.

We propose in this paper an extension to the INET frame-
work to consider interference effect in simulating heteroge-
neous networks. INET is an open-source network simulation
module for OMNet++ with protocol models of wired and
wireless networks [11]. The proposed model is based on the
overlap factor of radio channels. Such a model has been used
in [3] to illustrate efficiency of a channel assignment algorithm
in a network based on IEEE 802.11 standard. We illustrate
our implementation with simulation campaign of scenarios
involving coexistence of IEEE 802.11 and IEEE 802.15.4
protocol models in the 2.4GHz band. As we will present
related works in section II, this is a first attempt to simulate
coexistence of these access technologies with the consideration
of interference effect. The remainder of the paper is organized
as follows. In Section III, we present the simulation model. In
section IV we present and discuss results of simulation. And
finally, in section V we conclude and give some perspectives
of this work.

II. RELATED WORK

With commodity devices, authors in [2] quantified degra-
dation of performance when an IEEE 802.15.4 based network
(Zigbee) coexists with an 802.11 (Wi-Fi) network in the IEEE
2.4GHz band and gave some deployment guidelines to avoid
this. In [4], authors quantified through practical measurements
the LoRa resilience to interference from an IEEE 802.15.4
network on the 868MHz unlicensed band. Authors in [5]
investigate the impact of interference of technologies in ISM
bands in general on the LoRa modulation depending on a
Signal-to-Interference radio (SIR). The model is based on a
simulation model that defines the SIR ratio in accordance
with the bandwidth of the interfering signal, where interfering
signals are assumed to have a common modulation technique.

Authors in [6] report a simulation framework to evaluate
fair coexistence of Wi-Fi and LTE in the 5GHz based on
3GPP recommendations. The framework uses Wi-Fi and LTE
models in the NS-3 open source network simulator. Project in
[7] intends to provide a simulation framework for coexistence
evaluation of access technologies based on 3GPP standards.
The framework relies on the coexistence stack in NS-3 which
globally aims to provide general-purpose simulation models
of radio channel and physical layer that are technology inde-
pendent.

None of the existing works deal with Wi-Fi and ZigBee
interference in the INET simulation platform. This platform is
designed to emulate multiple access technologies in the same
simulation scenarios. We chose to include a more realistic
interference model in INET in order to obtain more realistic
behavior when simulating different technologies using the
same frequency band. Currently, it only takes into consider-
ation interference for the same technology when using the
same modulation and the same communication channel. This
approach can be applied to any other wireless network simu-
lator. In what follows, we propose an extension to the existing
model to deal with inter-channel interference (interference
between different IEEE 802.11 channels) and inter-technology
interference (interference between IEEE 802.11 and IEEE
802.15.4) in the 2.4GHz frequency band.

III. THE SIMULATION MODEL

In our simulation framework, transmission of a radio inter-
face using an access technology is characterized as a signal
having a power (P ) and a frequency band of the transmitting



interface (B). In order to simplify the implementation of our
model, we assume that the power value does not change in
the frequency domain as illustrated in Figure 11.

Fig. 1. Representation of energy of transmission of a radio interface where
the signal is assumed to have constant power spectral density.

In the existing implemented model of INET, when a trans-
mission Tr is received on a radio interface: a signal-to-noise-
plus-interference ratio (SNIR) is calculated and compared to a
predefined threshold to decide on reception success. This SNIR
is computed for n interfering transmissions ITr according to
equations (1) and (2).

SNIR =
α ∗ P (Tr)
I +N

(1)

where:

I =

n∑
i=1

αi ∗ P (ITri) ∗ λi (2)

α, αi : are the relative path loss coefficients of Tr and ITri
respectively (between [0, 1]);
N : is a constant value of background noise.

λi =


0, if B(ITri) does not overlap with B(Tr).
1, if B(ITri) totally overlaps with B(Tr) and
B(Tr) and B(ITri) have common center frequency.

Figure 2 (1) and (2) illustrates the scenarios where λi would
be 0 or 1 respectively.

With binary λi values, the model does not simulate the
case where B(Tri) partially overlaps with B(Tr) and center
frequencies are not necessarily common. As shown in Figure
3, this may occur given the number of channels that can be
used in 802.11, and between 802.11 and 802.15.4 in the 2.4
GHz band. For instance this can happen in the following cases:
(1) if Tr is from an 802.11 interface on channel 1, and Tri is
from an 802.11 interface also but on channel 2, or 3. Or (2)
if Tr is from an 802.15.4 interface on a channel between 11
and 14, and Tri is from an 802.11 interface using channel 1.

We extended λi to λ′i to handle other cases of partial overlap
between B(ITri) and B(Tr). In scenarios such as those
shown in Figure 2 (3), we allow λi to have values between [0,
1] proportionally to common bandwidth (CB) between Tr and
ITri. We call this proportion the overlap factor. For partial
overlaps shown in Figure 2 (4), we considered λi to be 1.
Thus, the new λi in eq. (2) is:

1In reality, energy of a radio signal is the highest at the center frequency
and gets lower on the edge of the transmission channel depending on the
spreading factor and modulation technique.

λ′i =


0, if B(ITri) does not overlap with B(Tr).
1, if B(ITri) totally overlaps with B(Tr).
CB(Tr,ITri)

B(Tr) , otherwise.

IV. EXPERIMENTATION AND RESULTS

This section presents results of our series of simulations.
We start with tests that show the model of intra-technology
and intra-channel interference implemented in our simulation
framework in subsection IV-A where λi is not extended. Then,
based on these test results, we present in subsections IV-B and
IV-C, scenarios and results highlighting the extension of λi to
λ′i in eq. (2). All scenarios in this section last 120 seconds per
simulation run. Note that the aim of these simulation scenarios
is to show the impact of taking into account inter-channel
and inter-technology interference. We are not interested in
quantitative results. Hence, the number of iterations and the
adopted scenarios are only a means to validate the simulation
model and show the impact of this type of interference.

A. Intra-technology and intra-channel interference

1) 802.11 network scenario: we considered an 802.11
network in infrastructure mode where we gradually add trans-
mitter nodes that send the same amount of traffic (1400 Bytes
every 100 milliseconds) to a Sink node in order to maximize
the average traffic of the Sink at a certain number of nodes in
the network.

Figure 4 shows that, the maximum average throughput at
the Sink is reached when there are near 75 transmitter nodes
in the network. It is to be noted that this is related to the
access mechanism employed in IEEE 802.11 and consistent
with previous analytical estimations [9] [10].

2) 802.15.4 network scenario: we considered here nodes
that transmit traffic (88 Bytes every 200 milliseconds) to a
Sink node in ad-hoc mode using a model of 802.15.4 access
protocol, where transmitter nodes are gradually added to the
network.

Figure 5 shows that it is from about fifty transmitters in the
network that the maximum average application throughput of
the Sink node is reached. This is also related to the access
mechanism employed in IEEE 802.15.4 and consistent with
existing evaluations [8].

B. Intra-technology and inter-channel interference

We considered for this scenario two co-located 802.11
networks both in infrastructure mode. We kept the same
configuration as the one defined in Section IV-A1, and 76
transmitter nodes have been deployed in each network. We
assume this number of transmitters is the one that maximizes
network traffic in the scenario defined in Section IV-A1. Then,
the channel of one of the networks (WLAN 1) is set to 1 and
that of the other (WLAN 2) is varied from 1 to 13.

Figure 6 shows that:
• if WLAN 2 is on channels between 6 and 13 (channels

that does not overlap with fixed channel 1 of WLAN



Fig. 2. Scenarios of channel overlapping of transmission with respect to another interfering transmission.

Fig. 3. IEEE 802.11 and IEEE 802.15.4 channels in the 2.4GHz band.

Fig. 4. Average application throughput at Sink depending on the number of
nodes in the network (1 run).

1), we find the same amount of traffic received at both
network Sinks. This traffic volume is the same as that
of the experience in IV-A1 for the same number (76) of

Fig. 5. Average application throughput at the 802.15.4 sink node depending
on the number of nodes in network (1 run).

nodes in the network.
• if WLAN 2 is on channels from 1 to 5 (channels that



Fig. 6. Average application throughput at sinks depending on the operating
channel of the coexisting WLAN (5 runs).

overlap with fixed channel 1 of WLAN 1) the traffic
of both networks is disrupted. Note that interference
between channels 1 and 5 is the least significant because
the overlap factor is the smallest.

It can also be noted that when both 802.11 networks are all on
channel 1, we obtain results equivalent to the previous scenario
(Fig. 4) for 130 nodes if we add the 2 networks.

C. Inter-technology interferences

For these experiments, we co-located an 802.15.4 network
and an 802.11 network. With a node pair in each network,
where transmitter nodes send periodic traffic to receiver nodes.
The network topology is illustrated in figure 7 (1) . Traffic of
transmitter of the 802.15.4 network is fixed to 88 Bytes every
200 milliseconds. For the transmitter in the 802.11 network,
the packet size of the traffic is also fixed to 1400 Bytes, but the
generation period depends on the scenarios of the following
paragraphs.

Fig. 7. Network topology for the experience of inter-technology interferences
simulation.

1) Impact of 802.11 traffic on 802.15.4 traffic: In this
experiment, we wanted to know at which period of packet
generation in the 802.11 network, the traffic in the 802.15.4
network will cease to be disrupted. The 802.11 network is on

channel 1 and 802.15.4 network is on channel 12 (a scenario
of overlapping channels).

This experiment shows that using CSMA/CA for both tech-
nologies allows networks to co-exist given a certain offered
load that does not overload the channel.

For this experiment and the following ones, the relative
position and the transmit power of the nodes of both networks
was first determined in such a way that at 1 ms of packet
generation period in the 802.11 networks the traffic of the
802.15.4 network link is totally disrupted.

Fig. 8. Traffic disruption in 802.15.4 network depending on traffic generation
period in the 802.11 network (5 runs).

Figure 8 shows that periods up to 4 ms there is almost a
total traffic disruption on the 802.15.4 link. From the period
of 5 to 7 ms the disturbance decreases proportionally as the
period increases. For periods greater than 8 ms there is almost
no traffic disruption on the 802.15.4 link.

2) Impact of operating channel in 802.11 network on the
traffic in 802.15.4 network: For this experiment, the 802.11
network channel was set to 6. The channel of the 802.15.4
network is varied from 11 to 26. Application traffic on the
802.11 link is set to 1 packet every 5 ms, a period during
which, traffic on the 802.15.4 link is disrupted as shown in
figure 8.

Fig. 9. Total number of packets received at the 802.15.4 receiver depending
on the operating channel of the coexisting 802.11 network (5 runs).

Figure 9 shows the impact of overlapping channels of the
two networks on the 802.15.4 link:
• If the channels of the two networks not overlap, we

notice 600 packets received at the 802.15.4 receiver which
corresponds to the number of packets transmitted.



• Traffic disruption in 802.15.4 is only occurring if the
channels of the two networks overlap, and we notice the
same disturbance compared to the previous scenario (Fig.
8) for the same period of 5 ms.

3) Impact of distance and 802.11 traffic on 802.15.4 link:
For this experience, we kept the same configuration as the
previous scenario except we fixed the channel of the 802.15.4
network to 17. We varied the distance d shown in the figure 7
(2) between the two networks. This distance is defined by the
distance between a point midway between the 802.11 trans-
mitter and receiver and the position of the receiver 802.15.4.
While this distance varies on the axis shown in figure 7 (2),
the relative position of the 802.15.4 transmitter is fixed with
respect to the 802.15.4 receiver, as well as that of the 802.11
transmitter with respect to the 802.11 receiver. 20 m is the
value of this distance in previous scenarios.

Fig. 10. 802.15.4 receiver: average application packets received and average
SNIR of received frames when the distance between the two networks is
increased up to 80m (5 runs).

Figure 10 shows that the average number of application
packet received at 802.15.4 receiver increases proportionally
with the increase in the distance between the two networks.
We notice also that the link quality of the 802.15.4 receiver
(in terms of average SNIR of received frames) increases with
the growth of distances between the two networks.

V. CONCLUSION AND PERSPECTIVES

Wireless access technologies are the building block of to-
days new technologies including IoT and 5G networks. Many
access technologies are expected to co-exist in the same phys-
ical space. This co-existence has an impact on performance
caused by interference when access technologies operate on
overlapping channels. Most existing simulation tools fail to
emulate interference between different technologies, making
the evaluation of different networks unrealistic without taking
into account the impact of this interference.

We simulated coexistence of heterogeneous access tech-
nologies with the consideration of interference effect between
them in a more realistic framework for coexistence evaluation.
This new model would allow researchers to evaluate proposals
dealing with the deployment of IEEE 802.15.4 and IEEE
802.11 networks in the same interfering area.

For future work, this framework could be further enhanced
in order to take into consideration the fact that the energy
level of a radio signal may vary over the frequency domain
depending on the modulation technique used. We believe that
this model will help achieve more realistic performance esti-
mation through simulation for co-existing wireless networks.
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